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Distribution Process

The NIMCAST is rolled out through a permission-based system. All users will be
invited by the next higher level to complete the assessment. This roll out will reach
down to the county and independent city level. County and independent city incident
managers distribute invitations to join the system to representatives of disciplines
covered by the NIMS. This distribution includes appropriate private-sector and
nongovernmental organization representatives. Discipline-specific representatives
may also be invited by the county or city incident manager to view the NIMCAST
online as “read-only” users (meaning they can view the instrument and all of its
functions online, but not fill out the assessment).

Accessing the NIMCAST

To access the NIMCAST, go to http://www.fema.gov/nimcast. Registered users
should log in using the login box on the right side of the page, which prompts users
to enter their e-mail address and password to access the system.

First-time users will be prompted to enter their temporary password and change it to
a permanent password. Note that when changing the password special instructions
must be followed which are contained in the Users Guide on page 2.

Submitting the NIMCAST

Step 1. The incident manager should submit a completed version of the NIMCAST
instrument by using the “Submit for Rollup” link on the left side of the NIMCAST web
page. The instrument will roll up for review utilizing the same channel by which it
was rolled out. Users roll up to the next highest level. For instance, counties and
independent cities roll up to States, and States then roll up to the Federal
Government.

Step 2. At each level of the roll-up process, the NIMCAST must be filled in, until a
statewide incident management capability and NIMS compliance can be accurately
reflected. The State incident management administrator will submit the State’s
finalized NIMCAST to the NIMS Integration Center for review.

Navigating the NIMCAST

The following guide provides detailed instructions on using each feature of the
NIMCAST, ordered according to how the features appear in the Navigation window
once the user has logged in to the tool. Each help topic is indicated by the red
highlighted section of the depicted Navigation toolbar. The user's guide will
maximize the benefit of the NIMCAST as both a capability assessment and a
resource tool.
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About NIMCAST

The Mational Incident Management Systern Capahility Assessment Suppart Tool (NIMCAST) is a selfassessment instrument for State, local, tribal, and private-sector and nongavernmental
arganizations to evaluate their jurisdiction's ability to effectively prepare for, prevent, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. The National incident
Management Systern (MIMS) and, by extension, the NIMCAST are designed o enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive
system for incident management,

Background

In Homeland Security Presidential Directive (HSPD)-5, Management of Domestic Incidents, the President directed the Secretary of Homeland Security to develop and administer a unified, national
systemn for managing incidents. The NIMS provides a consistent Nationwide approach for Federal, State, local, and tribal governments to wark effectively and efficiently together to prepare for,
prevent, respond to, and recover fram domestic incidents, regardless of cause, size, or complexity.

The NIMS incorpaorates the best practices currently in use by incident managers at all levels and represents a core set of doctrine, concepts, principles, terminology, and organizational processes
10 enable effective, efficient, and collaborative incident management at all levels. HSPD-5 requires all Federal Depariments and agencies to adopt the MIMS and to use it in their individual
domestic incident management and emergency prevention, preparedness, response, recovery, and mitigation programs and activities, as well as in support of those actions taken to assist State,
local, ortribal entities.

The Department of Homeland Security (DHS) Emergency Preparedness and Response Directorate developed the NIMCAST to contribute to the establishment of a national baseline for
compliance by all State, local, and tribal jurisdictions with the MIMS. Itwill also include readiness metrics and elements that support the national preparedness goal, including standards for
preparedness assessments and strategies and a system for assessing the Nation's overall preparedness to respond to major events, especially those involving acts of terrarism.

HSPD-8, National Freparedness, pravides that the primary mechanism for delivery of Federal preparedness assistance will be awards to the States. Federal preparedness assistance will
support State and local entities' efforts, including planning, training, exercises, interoperability, and equipment acquisition for major events as well as building capacity for prevention activities such
as information gathering, detection, deterrence, and collaboration related to terrarist attacks:

Authorities

Haomeland Security Act of 2002

Homeland Security Presidential Directive/HSPD-5, Management of Domestic incidents,
Homeland Security Presidential Directive/HSPD-8, National Preparedness.

Cepartment of Homeland Security (OHS), Mationar [ncident Management Systern, March 1, 2004

Why Do We Need a Self-Assessment?

Jurisdictions at all levels of government, the private sector, and nongavernmental organizations mustimplement the requirements established in the MIMS in order to apply this comprehensive
national approach. The MIMCAST assists in that compliance by allowing incident and resource managers to assess their current capahbiliies and determine what additional actions and
resources are needed to effectively participate in the MIMS.

Additionally, HSPD-4 requires Federal Depariments and agencies to make adoption of the NIMS by State and local organizations a condition for Federal preparedness assistance. The MIMCAST
will facilitate the adoption of the MIMS by State, local, and tribal governments in order to meet the requirement established in HSPD-5.
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Ao EAAS Once you’ve been registered as a new user an email will be sent that

contains a temporary password to the email address that was used

Password in the New User registration.
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User Permissions
Rollup Reports NIMCAST Temporary Password
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Ed|t MV Personal Info NIMCAST <nims-integration-center@dhs.gov> Mon, Jul 11, 2005 at 9:38 AM
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You have been registered to use the National Incident Management Capability Assessment Support Tool

(MIMCAST). .
Log Out Link to renew a temporary

Atemporary password t a new passward the first time

you log in. For security password I by 9:38AM Jul 12, 2005 (EDT).
L. Click here to regenerate a ney ¥ password if the 24 hour window has passed or anytime you wani to

|f |t IS |ess then 24 hours from the reget your password (such expired, lost, or forgotten):
time that the emall was Sent, yOU httpe/iferna. eyestreet. comdnimcast/ResetPassword. do?email=jjeffreydd %28 alex %40gmail. com

can use the exact TEMPORARY

o . Access the MIMCAST at the following Web Address (URL)
login information at the bottom of

the page to LOg In for the first time hitp:/ifema. evestreet commimcast/
at the NIMCAST Homepage Here is your terporary login information: TEMPORARY

password, valid for 24

Email:  jefireydd+alex@gmail com
If your temporary password has RdESHOICstfeing hours e
expired, click on the link in the & S
email to reset or renew your
temporary password.
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Demn Assessmant Type in the YOUR email address
The NIMCAST site has been upgraded. New features inchide:
BT | Publicaccount Migration; Improved account selection Email:
. me; ism; Improved i igation; Increased iieffrepdd+alex@amail. com
NIMCAST Users Guide [pdf | | maximum notes length (now 4000 characters); Roll-up Password:
NIMCAST Acronyms reports provide the option to report on all sub-jurisdictions. ]
NIMCAST Glossary | | e RS SRS peeensaeeesd]
@sEESS BNt ur Individuals and organizations outside the official [Login] [Cancel)
permission hased system may use NIKicAs . Located at the bottom of
Preparedness R PP s Create an account outside the

MIMS Fact Sheet ) N i issian- YOUR email,t e in the
MR Tyoe in the TEMPORARY password offcia prmission-based fomborar asg\‘,’vor i
» here Change vour passward p yp

Generate a new temporary EXACTLY AS IT APPEARS.

password.

MIMCAST stands for Mational Incident Management Systern Capahility Assessment Support Tool. The NIMCAST is
aweb-based selfassessment tool designed to aid state, local, and tribal organizations and jurisdictions in
determining their capabilities and compliance against the requirements established in the recently released
Mational Incident Management System (MIMS)

| Search [
Search FEMA What does the NIMCAST do?

Go
- The NIMCAST is designed for incident and resource managers s a cornprehensive self-assessment suppart
» Advanced Search tool. The NIMCAST allows users to assess the current statusilevel of their respective jurisdiction's or organization's ¥

&) S @ Internet

MANAGE VERSIONS NIMCAST UseR’s GUIDE



About NIMCAST

Password

Assessment
Manage Versions

Reports
Submit for Rollup

Accounts
User Permissions

Rollup Reports

Edit My Personal Info
Feedback

Log Out

MANAGE VERSIONS

Re-enter in the TEMPORARY password (the same one located at the
bottom of your email and the one used at the Log In box at the NIMCAST
Homepage) and select a new password that meets the strong password

criteria listed below
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Change Your Password
Complete this page and click Chang

Temporary Password:

Type in NEW password

Mew Password:

Canfirm Mew Password:

Change Password

Passwords must be at least & characters long and must contain at least one of g
character types

Re-enter NEW
password to confirm

= lower case character (a-z)

s uppercase character (A7)

« special character (|, @, # §, %, etc .}
= digit (0-9)

In addition, the Department of Homeland Security recornmends that you select a strong password using
the following guidelines:

« Passwords should be changed every 90 days or less.

+ Passwords should not be identical to any of the previous six passwords.

» Passwords should not contain any dictionary word or proper noun in any language

+ Passwords should not contain any simple pattern of lefters, such as 'gwerty.’ w

When changing your password, create a password that contains at least
one of each of the following:

¢ Lower case character (a-z)
e Upper case character (A-Z)
¢ Any special character (!@#$%" etc...)

o Any digit (0-9)

Example: Football#66 or terUim%11 etc...

Select the “Change Password” button to accept the new password
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Your password has been changed.

I. Introduction and Overview
Chapter | of the MIMS provides an introduction and outlines the concepts and
principles that serve as a foundation far the MIMS. Chapter | also outlines the
components that make up the core ofthe NIMS. Chapter | does not, however,
contain specific requirernents for compliance with NIMS and therefore is not
included in the capabilities assessment To review this chapter of the MIMS,
please see the complete NIMS document in the Resources window an the left of
your Screen.

Il. Command and Management
Describes the systems used to facilitate domestic incident command and
management operations, including the ICS, multi-agency coordination systems,
and the Joint Infarmation Systerm {J15).

lll. Preparedness
Describes the specific measures and capabilities that jurisdictions and agencies
should develop and incorporate into an overall system to enhance aperational
preparedness for incident management

IV. Resource Management
Resource management involves coordinating and overseeing the application of
tools, processes and systems that provide incident rmanagers with tirmely and
appropriate resources during an incident.

V. Communications and Information Management
Effective comrmunications, information management, and information and
intelligence sharing are critical aspects of domestic incident management.
Establishing and maintaining a common operating picture and ensuring
accessibility and interoperahility are principal goals.

VI. Supporting Technologies
Technology and technolonical systemns provide supporting capabiliies essential

to implementing and continuously refining the NIMS. These include voice and
fata rommuniratinns sustems infirmatinn swstems and disnlaw swetems
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Create an account outside the
official permission-based

1 the Log In box on th R i system.
page and provide the requested information. Change vour password.

Generate a new tamporary

What is the NIMCAST? pagsword.

You can reset your
password at any time.
If you know your
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MIMCAST stands for Mational Incident Management Systermn Capability Assessment Support Tool. The MIMCAST is
aweh-based selfassessment tool designed to aid state, local, and tribal organizations and jurisdictions in
determining their capabilities and compliance againstthe requirements estahlished in the recently released
Mational Incident Management System (MIMS)
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Passwords mustbe atleast 8 characters long and must contain atleast one of each of the following character
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loweet case character (a-2)

upper case character (A7)

special character (|, @, # §, % etc..)
digit {0-3)

In addition, the Department of Homeland Security recommends that you select a strong password using the

m following guidelines:
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If you are not sure what your
current password is, select
the Generate a new
temporary password link.
After you enter your email
address, a new temporary
password will be emailed to
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el b management capabilities. Once all necessary information is gathered,
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About MIMCAST To complete the self-assessment, click on each of the sections and answer the carresponding questions. The Dl reCtlonS fOI’ COm plet| ng the
assessmentinstrumentis a compilation of statements hased upon requirements derived from the NIMS. uestions

Assessment are prasented in "YesiMo" format. Each derived requirement is tied back to staternents taken d\recﬂyfromth%ws. g assessment are at the tOp of the

Manage Versions staternents are provided above each of its corresponding reguirernents. Oreling help links and dynarmic links to

Reparts definitions, terms, and other ugeful reference infarmation are enakled where possible. Users may click on Reports in the page

Submit for Rollup menu on the left of the screen to view their compliance and progress

Accounts Il. Command and Management

User Permissions

Rollup Reports

Edit My Persanal Info A Incident Command System

Feedhack 1. Concepts and Principles

a. Most Incidents Are Managed Locally

Select the section within the  Fenc - .
chapter you would like to T

com p I ete . ICS Has Interactive Management Components

1. ICS Incorporates Measurable Objectives
AsSessrment [pdq

0.

Freparedness h. Bread Applicability
MIMS Fact Sheet
MIMS Docurment [pdq

nal Disruption

2. Management Characteristics

a. Common Terminology

b. Modular Organization

. Management by Objectives

. Rellance on an Incident Action Plan

e. Manageable Span of Control

1. Predesignated Incident Locations and Facilities

m g. Comprehensive Resource -

£ >

MANAGE VERSIONS NIMCAST UseR’s GUIDE




A box at the top of each section contains a specific NIMS reference. Each reference is
taken verbatim from the NIMS document and its section and page number in the NIMS
is annotated.

Below the reference area, there are capability assessment statements adopted directly

from the NIMS reference.

Note that some NIMS-derived compliance statements are

broken down into several bulleted statements. Additionally, if a NIMS reference has
multiple unique parts, each part may be addressed individually in separate statements;
however, there is only one “YES/NO” question for each NIMS reference section.

The following steps illustrate how to fill out each section:

/3 Mational Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

Read th NIMS section
located in the shaded box

National Incident

Mavigation
About MIMCAST

Assessment
Manage Versions
Reports

Subrmit for Rallup

Accounts
User Permissions
Rollup Reports

Edit My Personal Info
Feedhack

Log Out

Capability Support Tool

Read the related
implementation statement

P swered. Motes may also be saved with a limit of 255 characters per note.

@Queshnnsmnmmems

MIRTRIY  After careful review, select “Yes” or “No” in the

~ NIMS: The incijent con ot as well a5 the specifics of the hazand
1 H H H fRgnhance interal organizational
appropriate box by clicking with your mouse [
P uriCTiONAl respongibilities are delegated.
lv address the requirements of the incident. [fi-A-2-BNRage 101}

Cves Ol

managermant an
bases these\on
Concurrently \gith structural

fon, the number of expands to adeq

The jurisdiction has implemented and institutionalized processes, procedures, andior plans to ensure its ICS:

& places responsibility for the establishment ¢

MIMCAST Acronyms
MIMCAST Glossary
Assessment (pdi)

Preparedhess

MIMS Fact Sheet

MIMS Document (pf)

NATIONAL INCIDENT
SYSTEM

| _Resources IS

When the section is completed, click on “Save and
Continue”; if unsatisfied with your response, click “Cancel”

& expands from the top down as incident cor
s expands the number of management positi
[Wolurtary Informtion)

Supperting Bocumentation Compliance Shiategy:

| |
= =

I Cancel |

Sawve & Continue >>

Users may voluntarily provide proof of compliance or a compliance strategy in the boxes
at the bottom of the screen.

A boxed question mark: indicates a link to a related online resource. Highlighted
text provides a link to the NIMCAST list of acronyms or the NIMCAST glossary:

fts coordination is the responsibility of EOCs and'or multiagency coordination entities, as well as specific elements of the ICS structure,

Both the acronym list and the glossary can also be
accessed through the links in the resources menu that
appears on every page of the site:

MANAGE VERSIONS

FIMCAST Llser's Guide [pdi
FIMCAST Acronyms
FIMCAST Glossarny
Assessment [pdi

NIMCAST UseR’s GUIDE



About NIMCAST

Assessment

Manage Versions
Reports
Submit for Rollup

Accounts
User Permissions
Rollup Reports

Edit My Personal Info
Feedback

Log Out Create New Yersion
Once you select Manage Title Fiscal Year Date
Versions from the Navigation
window, the screen will £] Baseline72604 e e

display all versions of the
assessment in your account:

Manage Versions

Managing versions allows the user to save up to six versions of the
assessment, including a baseline version. When you first complete the
entire assessment, you will be prompted to name the version. You can
replace old versions with new ones and delete existing versions.
However, this initial baseline version cannot be deleted.

] (Current Assessment Data Sef) 2004 2004-07-28

In order to create a new version, a baseline (initial) assessment must be completed.
Otherwise, the user will receive the following error message when attempting to create

a new version:

« You must first rate all the gquestions in the assessment hefore you may create a baseline version.

After completing a baseline version, you may wish to create a new version. You may do
so by selecting Create New Version, located above the titles of any current versions.
The following screen will appear:

Type in the title of new version

Create a New Version.
Saving different versions of your jurisdiction’s data allows you to gauge your program’'s progress over time in improving
emergency preparedness and increasing compliance with the EMAP Standard.

Enter a name for the new version of the data setin the text box below. Then click CREATE VERSION to take a snapshot ofthe

ntory.

o ofyour jurisdiction’s data, including your baseline.

Select “Create Version”

Date: 2004-07-26

Create Version Cancel |

You will receive the following message if your new version was successfully saved:

Version "Versionll72604" was successfully saved.

Once you have created multiple versions, you can utilize the Reports feature to

compare them.

MANAGE VERSIONS

NIMCAST UseR’s GUIDE



Navigation

About NIMCAST

Assessment
Manage Versions

Reports Reports
Submit for Rollup
Accounts Viewing reports allows the user to check the progress on a current

User Permissions version and compare the current version to the baseline and other
Rollup Reports versions.

Edit My Personal Info . . . .
Feedback In order to view a report, select Reports from the Navigation window.

Log Out

%) National Incident Management Capability Assessment Support Tool - Mozilla Firefox

File Edit Yew Go Bookmarks Toals Help
G- -8
&% FEMA : The NIMS Integration Center

National Incident Management Capability Assessment Support Tool Wirginia - Jetf [Admin]
H I artine H

) [ tutps:ffomn Fema. govirimeastiReports o

NIMCAST . o« iPreparedness ] c
| Navigation L L 24 » States and Tertitaries » Virg Select the type Of repo rt d es| red
About NIMCAST REPOI‘ts

Choose the type of repartyou want to create from the appropriate from the d rop dOWn bOX

Assessment wish o use. If applicable, identify a second version of the data ag
!zggﬁz Wersions choose which section you wantta focus on inthe repart.

i R Click VIEW REPORT to display the report using the informatiopArou specify,
Accounts

User Permissions
Rallup Reports

Repaort Surnmary of Assessr

Table Reporis

Edit My Personal Info
i Version

Feedback
g
\?;E‘Eire To Comprehensive Scores (without notes)
Log Out Comprehensive Scores by Section
Section Comprehensive Scores by Section (without notes)

| Resources

Chard Raporls

MNIMCAST User's Guide [pdq Owerall Score Chart (Stacked Bar) iew Feport
NIMCAST Acronyms Section Summary Charts (Fie)
MNIMCAST Glossary Owerall Score Chart (Pie)
Assessment (pdd Section Scaore Chart (Pie)
. . Change Reporls
reparedness A
KIME Fact et Report Descripti  ercsnlicisnss n Complience
MIMS Dacument pdq You can generate thr = o u have saved

SATIGNAL INCIDENT
EMENT SYSTEM Table Reports

Summary of Assessment Scares: displays the score totals for each subsection in the account's data set

Comprehensive Scores: displays the scores assigned to each staterment in the account's data set, with or without notes written by a user

Comprehensive Scores by Section: overview of scores in a account's data set by section, with ar without notes written by a user

Chart Reports

Overall Score Chart (Stacked Bar): displays all scores across the five sections in a stacked bar chart

Section Summary Charts (Pie): creates three pie charts that show YES, NO, and unrated scares by section

Overall Score Chart (Pie): displays a pie chart showing YES, MO, and unrated scores for all of the sections

Section Score Chart (Pie): displays a pie chart showing YES, NO, and unrated scaores for one section v

REPORTS NIMCAST UseR’s GUIDE
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About NIMCAST

Assessment

Manage Versions

Reports :

Submit for Rollup Submit for Rollup

Accounts The user should submit a completed version of the NIMCAST by using
User Permissions the Submit for Rollup link. Users roll up to the next highest account
RolupiReports level. For instance, counties and independent cities roll up to States,
Edit My Personal Info and States then roll up to the Federal Government. Submitted versions
Feedback cannot be changed.

Log Out

After selecting Submit for Rollup from the Navigation toolbar, a pop-up
window will appear:

Microsoft Internet Explorer X |

( \‘.:) This will submit your Current Assessment Data Set to your governing
jurisdiction for review. Are you sure you want to continue?

oK Carcel |

Select “OK” in the pop-up window if you are ready to continue. Please note that in order
to submit an assessment for rollup, it must be completed in its entirety. Otherwise, the
following error message will appear:

+« You must first rate all the guestions in the assessment before you may submit yvour assessment for rollup.

If this message appears, return to the assessment to fill out incomplete sections. If your
attempt to submit a report for rollup was successful, the following message will appear:

Thank you. Your new records were successfully included with others from your governing jurisdiction. In addition, a Version was created that
represents the most recent rollup submitted for the current fiscal year.

The submitted version will be automatically saved as Rollup Submittal:

Create New Version

Title Fiscal Year Date
/] Baseline72604 2004  2004-07-26
] Versionll72604 2004 2004-07-26 X
] Rollup Submittal 2004  2004-07-26

S (Current Assessment Data Set) 2004 2004-07-26

SuBMIT FOR ROLLUP NIMCAST UseR’s GUIDE
11



About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup

Accounts

User Permissions
Rollup Reports

Edit My Personal Info

Accounts

An account is established for each assessment jurisdiction. All
assessment data is tied to the account, not the users. Even if a user is
removed or reassigned, the data they entered remains in the system.

Feedback Accounts are organized in a hierarchical structure based on existing
channels of Federal emergency preparedness funds. The following is an
e example of an accounts page. Each account under that jurisdictional
level is itemized on this page.
If an account is entered in error, it can easily be removed by clicking on
the red “X” to the right of the account, but once data has been saved in
an account it can no longer be deleted.
‘:) National Incident Management Capability Assessment Support Tool - Mozilla Firefox
File Edit \Wew Go  EBookmarks  Tools  Help
<:| - - @ @ & https: j v, Fema, govfnimcast fAccounts, do
FEMA | The NIMS Integration Center
Incident M. it Capability Assessment Support Tool
NIMCAST | nmand :
m— [Switch Account] » LI5A » States and Territories @@uesngnsjogmmems
About NIMCAST Accounts
Assessment Create New Account
gzgiﬂi versions Name Comtactinfo  Jurisdiction Type State Last Rollup Date
Subrmit for Rallup €8 Alabama State AL nfa x
Accounts 8 rlaska State MK nla *
EEELEg;TJE;LUHS B American Samoa State AS  nla >
B Arizona State A7 nla x
Edit My Personal Info
Feedhack g Arkansas State AR nia x®
ef Califomia State CA nia x
Log Out g8 Colorado State CO o nia x
| Resources [ 8 Connecticut State CT  nia *
MIMCAST User's Guide [pdf €8 Delaware Jon Schladen  State DE  nia x
MIMCAST Acronyms — -
MIMCAST Glassary ¢f District of Columbia John Wioods State DG nlfa x
SRS ef Federated States of Micronesia State FM  nia bt
Preparedness €8 Florida State FL  nia x
NI Fact Sheel é Georgia State GA  nia *
ACCOUNTS NIMCAST USER’S GUIDE
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About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup

Accounts
User Permissions
Rollup Reports

Feedback

Log Out

Migrate My Account

Edit My Personal Info

Account Migration

Data from Public access accounts can be migrated into the Official,
permission-based accounts for users who meet the following criteria:
1. have been invited to use the Official system
2. already have a public account
3. have data specific to their Official account saved in their Public
account

Once a user has been granted access into the Official system, they will
have two active NIMCAST accounts, one Public, one Official. If the user
would like to transfer data from their Public account to their Official
account, click on “Migrate My Account”.

This feature is only available to users who meet the above criteria.
Once users select their target account for data migration, a pop-up box
will appear to verify the action. Clicking “OK” will migrate data into the
selected target account.

Microsoft Internet Explorer El

2

‘ou have requested to migrate the data in the Public Account 'Fairfax’ to replace the data in the CFficial Account 'Fairfasx.'
WARMING! Any data in the OFficial Account will be overwritten by the data in the Public Account!

Do you wank to continue with this migr ation?

[ ok i [ Cancel

%2 National Incident Management Capability Assessment Support Tool - Mozilla Firefox

Flle Edit Wiew Go Bookmarks Tools Help

@

m— [Switch Account] » PuUblic » Fairfax

Ahout MIMCAST

Migrate My Account

Assessment
gaﬂargte Wersions Please select a target accol
ot Select your target account
States and Territories fOF m|grat|0n
User Permissions Virginia

Edit My Personal Info
Feedhack

Log Out

2 |:> = @ @ & https: [ juseave, Ferna, gov fnimcast {Migratedccount . do
\% FEMA | The NIMS Integration Center

=4
F W o
d -l —l

National Incident Management Capability Assessment Support Tool

Command

R & Communications and
and Management

NIMCAST Management

ArepreNcss Inforrnation Management

Migrate Account
You have requested to migrate your public account into the official permission based system. Onee you select a t4
account to migrate your public infarmation ta, the public account will be closed. Any data that has been entered int
target accountwill be replaced by the data in your public account.

Fairfax

Ifyou do not want to mowve the data from your Public account but instead do notwant to have access to it anymore,
remove your permission using the User Permigsions link in the Navigation bar.

ACCOUNTS

MIMCAST User's Guide [pdq
MIMCAST Acronyms
MIMCAST Glossary

Assessment L]

NIMCAST UseR’s GUIDE
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About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup

Accounts

User Permissions
Rollup Reports

Edit My Personal Info
Feedback

Log Out

User Permissions

Users are identified by their e-mail address, which ensures there will be
no overlap in usernames. Additionally, the e-mail address provides a
secure method to communicate with the user for purposes such as
resetting their password.

The administrator of an account establishes the relationship of each user
to the account; the administrator will assign one of the following
permission levels (listed with their capabilities) to each user:

Read-only

e View assessment responses via reporting tools

Standard

e Save/Edit responses to survey questions

Administrator

e Determine (Add, Edit, Delete) users’ permissions to access the
account

e Create accounts below current level
e Submit the assessment for rollup to the next level
e Manage baselines

The only exception to this separation of capabilities is when an administrator of a parent
account has “inherited” administration permission on sub-accounts. At this time, the
administrator can assign, edit, and/or delete users to the new account. However, the
administrator cannot fill in the assessment or submit it for rollup.

The user permissions page displays the users, their contact information, organization,
and permission type for every user on that particular account:

v
%) National Incident Management Capability Assessment Support Tool - Mozilla Firefox

File Edit \Wew Go  EBookmarks  Tools  Help

<::| < - I%I @ & https: jfuneva. Fema, govfnimcast fPermissionDelete, dofuserld=1240
FEMA | The NIMS Integration Center

National Incident Management Capability Assessment Support Tool

NIMCAST

d H. : & Communicati
ne °f Information M

m— [Switch Account] » IS4 » States and Territories » Virginia » Fairfax @Questionsjoummems

Assessment

Reports

Feedback

Log Ot

About MIMCAST

Manage Versions

Submit for Rollup

User Permissions

Edit by Personal Info

User permission successfuly deleted.
Permissions
Add a User
Name Email Organization Phone Permission Type
© Jeff jieffreydd+suppart@amail.com DHSIMIC Suppart Staff 88825220853026 Admin w
€ TestAccount  jieffreydd+standard@armail.com Fairfax na Standard w
€ TestReadonly jieffreydd+readonly@omail.com Fairfax 123456789 Read-only w

USER PERMISSIONS

NIMCAST UseR’s GUIDE
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If you are an administrator, perform the following steps to assign permissions to users
under your purview:

National Incident Management Capability Assessment Support Tool - Mozilla Firefox
File Edit ‘ew Go  Bookmarks  Tools  Help

<Z| - \_: - I@ @ &‘ https: v Fema.gov/nimcast/PermissionTree. do
FEMA | The NIMS Integration Center

I Incident Management Capability Assessment Support Tool
NIMCAST H nrnand

and Ma

[Switch Account] » USA » States and Territories » Virginia

About NIMCAST

Switch Account
Below is a listing of all accounts that vou have access to. The listing is displayed in a tree fashion. Ifvou have per

Assessment account, the account name will be displayed as a link. To change to the selected account, click on the account na
gz;gﬂz Versions selected an account the full path to that account will be displayed at the top of every page

Subrmit for Rollup Cnhy accounts that are in the »USA»States and Territories»"State” hierarchy are able to roll-up their data to the ne

Accounts
User Permissions
Rollup Repaorts

Please select an account to switch into.
L JIUNT

I Select the account

Edit My Personal Info States and Territories

Feedoack Vigna you want to allow the
Accomack user to access

Albemarle

Log dut

Alexandria City

[ Fesowees | Alleghany

MIMCAST User's Guide [pdq Amelia

MIMCAST Acronyms -

MIMCAST Glassary Amherst
Aszsessment (pdq Appomattox

Freparedness Arlington

MIMS Fact Sheet Augusta
SEERRERR TN Sl

After selecting the appropriate account from the Accounts page, click on User
Permissions in the Navigation window.

Mational Incident Management Capability Assessment Support Tool - Mozilla Firefox
File Edit Wew Go Bookmarks Tools  Help

<:| - I_‘l - @ @\[ M https: fwww. fema, govjnimcast fAccount Switch, dozid=3670

FEMA ' The NIMS Integration Center

National lent Management Capability Assessment Support Tool

NIMCAST
m— [Switch Account] @ LISA » States and Territories » Virginia » Accomack
About MIMCAST Permissions
Add a User
Reparts Name Email Organization Phone_Permission Type

Select “Add a User”

User Permissions

Edit by Personal Infa
Feedhack

Liog Out

USER PERMISSIONS NIMCAST UseR’s GUIDE
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This selection will take you to the following page:

=

%) National Incident Management Capability Assessment Support Tool - Mozilla Firefox
File Edt Wiew Go Bookmarks Tools  Help

[nimcastjPermissionCheck.do

Enter the user’s e-mail address and select
the permission type that you are granting

Mavigation [Switch Account] » LISA » States and Territories » Virginia » Accomack

About MIMCAST a User to this Account

Ermnail: jieffreydd+accomack@gmail.can

Account: Accomack

User Permissions Permission Type: |l

.Elease Sele:{"

Mone Cancel
Fead-only

Standard

Edit My Personal Info
Feedhack

Log Out

Select the “Next” butto

If the e-mail address entered belongs to a user already in the database, the user will

then be assigned an account. If not, you will be asked to enter the user’s personal
information on this page:

ational Incident Management Capability Assessment Support Tool - Mozilla Firefox
File Edt Wiew Go Bookmarks Tools  Help

<] IS @ @ & https: ffwnawy . Fema, govfnimcast fPermissioniewsubmit. do
FEMA @ The NIMS Integration Center

I Incident Management Capability Assessment Support Tool

Provide contact information for the user

ales and Terrilories » Virginia » Accomack

= wael

To request a new user account, enter the information requested and click on Register. Atempor

immediately be sentto the email address you provide.
Reparts Redgister a Mew User

Briame: Jeff Davis

User Permissions Organization: Accomack Courty EM

Ermnail: jieffreydd+accomack@gmail.can
Edit My Personal Info
EECkaC Phane 540-555-5555]

Account: Accormack
Log Out

Fermission Type: | Admin b~
FIMCAST User's Guide [pan Cancel,
MIMCAST Acronyms

MIMCAST Glog=sary
Azzessment [paf

Select the “Register” button

—

The user will get an e-mail with a temporary password.

USER PERMISSIONS NIMCAST UseR’s GUIDE
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If a user is created in error or entered incorrectly, they are easily deleted by clicking on
the red “X” to the right of the users name and personal information. This function is
useful for situations where users have been added to the wrong account. Users can
only be deleted by Admin level users.

) National Incident Management Capability Assessment Support Tool - Mozilla Firefox

File Edit Wew Go Bookmarks Tools  Help

<le - s @ @ B hetps: | Fema, govinimcast fPermissionDelete, da?userld=1240

FEMA | The NIMS Integration Center
National Incident Management Capability Assessment Support Tool
NIMCAST |, Fommand  ipreparednessi R

an

BCTETT 00 [switch Account]» USA» States and Teitories » Virginia » Fairfax Fauestionsicomments

Abaut MIMCAST User permission successfuly deleted.
Assessment P
Manage Versions Permissions
Reports
Submit for Rollup gddler
Name Email Organization Phone Permission Type

\User Permissians € Jeff jiefireydd+support@amail.com DHSMIC Support Staff 88825220853026 Admin "

€ TestAccount  jjeffreydd+standard@omail.com Fairfax na Standard ™
Edit My Personal Info € TestReadonly jjefireydd+readonly@omail.com Fairfax 123456739 Read-only x
Feedback
Log Out

’
USER PERMISSIONS NIMCAST USER’S GUIDE
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About NIMCAST

Assessment
Manage Versions

Reports
Submit for Rollup Rollup Reports

Accounts Once one or more users under your jurisdiction have submitted reports
léserlre'm'lss“’"s o for rollup, you can utilize the Rollup Reports feature to view and compare
QIIUP;Is@POriS assessments from these sub-accounts.

Edit My Personal Info
Feedback

Log Out

National Incident Management Capability Assessment Support Tool - Mozilla Firefox

File Edt Wiew Go Bookmarks Tools  Help

QII - I_: - @ @ & https: [ juawwe . Fema. govinimeast fRollupReports. do

%E FEMA @ The NIMS Integration Center

National Incident Management Capability Assessment Support Tool
: d :
NIMCAST : - anag

W— [Switch Account] » USA » States and Territories » Virginia @nggtignsmommems

About NIMCAST Rollup Reports

Choose the type of report you want io create fram the appropriate drop-down menu. Then identify which localities you want to report on. If
applicahle, choose which section you wani to focus on in the repart.

Wirginia - Jetf [Admin]

up a

Azsessment
Manage Wersions
Repors

Subrmit for Rollup Click VIEW REPORT to di=play the repart using the information you specify.

Aocounts
User Permissions f
Rollup Reports Report iRollup Summary of Assessment Scores iw

Sub ts:
Edit My Personal Info Hbaccounts
Feedback Select Al Follup Comprehensive Scores

BresaE A Follup Comprehensive Scores by Section
Fuollup Summary by Accounts
Log Out Follup Trending by Fiscal Year
Chart Repors
m— Follup Overall Score Chart (Stacked Bar)

MIMCAST User's Guide [pdf Raollup Overall Scare Chart (Pig)
MIMCAST Acronyms Section Fuollup Section Score Chart (Fie)
MIMCAST Glossary Fallup Trending by Fiscal Year (Bar)
(BRI (1 Grandchildren: Include Grandchildren responses in this report
Freparedness
NIMS Fact Sheet iexiepoil

MIMS Docurnent [paf
NATIONAL INCIDENT
MANAGH

ENT SYSTEM

Rollup Report Descriptions

“fou can generate two different kinds of reparts using the different localities beneath this account.

RoLLUP REPORTS NIMCAST UseR’s GUIDE
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About NIMCAST

Assessment
Manage Versions
Reports H
St Rollin Edit My Personal Info
Gccm;nts o This screen allows the user to ensure the accuracy of their contact
ser Permissions : . P : : s :
Rollup Reports mfor_matlpn and change it if necessary. Itis a gooq |_dea to visit this page
the first time you enter the site to ensure your administrator entered all of
Edit My Personal your personal information correctly.
Info
Feedback
‘2) National Incident Management Capability Assessment Support Tool - Mozilla Firefox
LCIg Qut File Edt Wiew Go Bookmarks Tools  Help
<:| - - @ @ g‘ https: | v Fema. gov/nimeast /User Select. dofuserId=5325
‘ﬁi FEMA | The NIMS Integration Center (N,
NIMCAST | Simmerd | Freparednessi feeores Information Henagemet
W— [Switch Account] » USA » States and Territories » Virginia
About MIMCAST Edit User Information
Assessment To edityour user information, enter the information requested and click on Edit User.
Manage Wersions
Reports
Submit for Rollup MIETREE leff
Gcscenru;;?missimns Organization: |DHS/MNIC Support Staff
st (RS Email; Jiefireydd+suppon@arnail.carm
Esm‘;iﬁrma' D Phone; B6-252-2085:0026
Log Out
MIMCAST User's Guide [pdf
EDIT MY PERSONAL INFO NIMCAST UseR'’s GUIDE
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| Navigation |

About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup

Accounts
User Permissions
Rollup Reports

Edit My Personal Info
Feedback

Log Out

‘:) National Incident Management Capability Assessment Support Tool - Mozilla Firefox
File Edit Wew Go  EBookmarks  Tools  Help (]

-
£ FEMA ' The NIMS Integration Center

National Incident Management Capability Assessment Support Tool

m— [Switch Account] » LISA » States and Territories » Virginia @Questions.foommems

About MIMCAST Feedback

i\qssessrcent Feedback from the NIMCAST users is critical to the effectiveness and future improvement of the tool. Please fill outthe
Rzgiag EIEEE form provided and click Submit Feedback. Please list suggestions of how the MIMCAST might be improved atthe end af

Submit for Rollup

Feedback

After completing the NIMCAST, users are encouraged to fill out the
feedback form accessible from the Navigation toolbar. Please note the
form includes space for additional comment. Users are encouraged to
share any relevant feedback not covered in the existing form.

Once submitted, the form is sent to the NIMS Integration Center.
Providing feedback gives users the opportunity to participate in the
continual improvement of the NIMCAST. Feedback will be reviewed
frequently and incorporated into the regularly scheduled revisions of the
NIMCAST.

- @ E/l\r ) https:) fwwn. Fema govnimcast Feedback.do ar o« &

NIMCAST command Preparedness

and Management

The MIMCAST is a selfassessment support tool that serves to facilitate the implementation and use of the NIMS

the farm.

Accounts

Uzer Permissions ) B -
Rollup Repotts 1. The amount of time needed to complete this assessment is:
Edit My Persanal Info OToa Long

Feedback O Reasanable

O Too Short

Log Out 2. The online tool was:
| Resources O Easyto use and understand

MIMCAST User's Guide [pdf O Difficultto use and understand

MIMCAST Acronyms

MIMCAST Glossary 3. The resources (e.g. glossary, acronym list, links to related Internet sites) in the
Assessment [pdf NIMCAST are:

Preparedness OVew helpful

MIMS Fact Sheet O somewhat helpful

MIME Docurnent [pdf

NATIONAL INCIDENT
MANAGEMENT SYSTEM

o

O ot at all helprul
4. As a NIMS-compliance measurement tool, the NIMCAST:

O will accurately reflectthe juris diction's level of NIMS implermentation
Owill somewhat reflect the jurisdiction's level of NIMS implementation
O will not accurately reflect the jurisdiction's level of NIMS implementation

5. Please provide any additional comments or suggestions in the space provided

helow:

FEEDBACK NIMCAST UseR’s GUIDE
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About NIMCAST

Assessment
Manage Versions

Reports
Submit for Rollup Log Out

Accounts It is important to log out after each session to ensure the security of your
e account. To log out, click the Log Out button in the Navigation window.
You will be automatically transferred to the NIMCAST introduction
Edit My Personal Info screen. A yellow box at the top of the page will indicate that your log out

Feedback was successful.

Log Out

\gement Capability Assessment Support Tool - Microsoft Internet Explorer

es  Tools  Help

B ,‘J‘/'ESearch

> Favorites @Mema {x| - ';, = & @ j‘

5 fema.gowinimeast Logoff..do

The NIMS Integration Center

Log out successful. @

Welcome to the NIMCAST!

What is the NIMCAST?

Email:
MIMCAST stands for National Incident Management System Capability Assessment Support Tool. The NIMCAST is a weh-hased sel-
assessment tool designed to aid Federal, State, local, and fribal organizations and jurisdictions in determining their capahilities and

Password:
campliance againstthe requirements established in the recently released National Incident Management System (NIMS)

E
Would you liks
password?

Did you forge

What does the NIMCAST do?

The MIMCAST iz designed for incident and resource managers as a comprehensive sel-assessment supporttool. The MIMCAST allows users
to assess the current statusilevel of their respective jurisdiction's or organization's incident preparedness against the requirements outlined in
the NIMS. Using the NIMCAST as a method ofidentifving weaknesses in incident preparedness will assistincident and resource managers to
become compliant with MIMS by FY 20085, as required by the NIMS. As a selFassessment support tool, the MIMCAST not only aids users to
become compliant with the NIMS, but also supports incident and resource managers seeking to enhance and maximize the effectiveness of their incident preparedn

identiﬁing and acguirmg resources
o

LoG OuT NIMCAST UseR’s GUIDE
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